
 



   

                                                            

    

 
SRI VENKATESWARA COLLEGE OF ENGINEERING 

Pennalur, Sriperumbudur Taluk - 602117 

 

COMPUTER SOCIETY OF INDIA- 

SVCE STUDENT CHAPTER 

 

Solicit your esteemed presence for the 

Valedictory function (2016-17) 

&  

Inaugural function (2017-18) 

& 

Special Talk on  

“Penetration Testing and Malware Analysis” 

by 

Mr. Tony Caleb 

Executive Director, 

Infoziant Systems, Chennai. 

 

 
Venue  : Function Hall 

Date  : 7th OCT 2017 

Time  : 11.00-12.30 Noon 



 

                                                                      
    

SRI VENKATESWARA COLLEGE OF ENGINEERING 

Pennalur, Sriperumbudur Taluk - 602117 

 

AGENDA 

 

DATE : 07.10.17 

TIME :   11.00-12.30 Noon 

VENUE :  Function Hall  

 

• Prayer Song  
 

• Welcome Address 

 

• Annual report of SVCE-CSI STUDENT CHAPTER and CSI-SVCE -office 

bearers 2017-18 introduction 

 

• Introduction of Chief Guest  

 

• Inauguration address by Chief Guest 

 

• Prize Distribution 

 

• Vote of Thanks  
 

 

 

 

 

 

 



 

 

 

 

 

 

 

 



 

SRI VENKATESWARA COLLEGE OF ENGINEERING 

COMPUTER SOCIETY OF INDIA- 

SVCE STUDENT CHAPTER 

 

Report 

 

 

 Inaugural & Guest Lecture: 

 

 Chief Guest  : Mr. Tony Caleb 

 Target Audience : II-year A and B section, Final year B section (IT & CS) 

 Venue   : Function Hall 

 Date & Time   : 07.10.2017, 11.00-12.30 P.M 

 

      On 7th of October 2017, The Computer Society of India (CSI) for 2017-2018 was inaugurated by Mr. 

Toney Caleb, Executive Director at Infoziant Systems, Chennai. 

 

      Mr. Tony Caleb delivered a lecture on “Penetration testing and Malware Analysis”. He was introduced 

by the joint secretary of CSI Mr. Bashayam. Mr. Tony Caleb is the Ex- Founder and Director of Vinformax 

Technology systems (India, London and Sweden). He worked in various core security technologies like 

Reverse Engineering, Critical Incident Response Team, Malware Analyzing, Forensic Analysis, Penetration 

Testing, Vulnerability Analysis and Risk Management. He worked at EMC(RSA) Corporation Critical 

Incident Response team and Global Intelligence. He is an expert in security research, worked with Symantec 

Corporation (Norton Anti-virus), McAfee Inc, Mahindra Satyam, RR Donnelley and Bharti Axa Bank in key 

positions. 

 

    Ms. Sharmila, Chairman of CSI welcomed the chief guest Mr. Tony Caleb and the audience. Dr. V. Vidhya, 

Student Chapter counsellor of CSI, presented the Annual report of SVCE-CSI STUDENT CHAPTER and 

introduced the office bearers of CSI-SVCE 2017-18.  

 

   The session lasted for about ninety minutes. Guest of honour started the lecture with the introduction to 

penetration testing and later explained various practical applications. He gave a brief note on various types of 

attacks possible. He also discussed many case studies on Security breaches. 

 

    Ms. Sahana, Secretary of CSI delivered the vote of thanks. The session came to an end with the presenting 

of memento to the chief guest by Dr. V.Vidhya. 

 

 

 

 

 
                          
 

 

 



 

 

          

        National Anthem at the Inauguration 2017-18 

 

 

 

 

 

 

 

         Chief Guest Issuing Certificate to the student  

 

                                                                     MOMENTS  FREEZED 

 

 

 

 

 

 

 

 

             Paticipants during the Inauguration 2017-18     

                      

 

 

 



 

 

 

 

       Short Note by HoD/IT, Dr.V.Vidhya 

 

 

 

 

 

 

 

 

 

 

 

The Memento given by HoD/IT Dr. V.Vidhya to 

the Chief Guest. 
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OUTCOMES 

 
• Malware is today one of the biggest security threats to the Internet. Malware is any 

malicious software with the intent to perform malevolent activities on a targeted 

system. Viruses, worms, trojans, backdoors and adware are but a few examples that 

fall under the umbrella of malware.  

 

• The purpose of this research is to investigate techniques that are used in order to 

effectively perform Malware analysis and detection on enterprise systems to reduce 

the damage of malware attacks on the operation of organizations.  

 

• Malware analysis experiments were carried out using the two techniques of malware 

analysis which are Dynamic and Static analysis on two different malware samples. A 

Portable executable and Microsoft word document files were the two samples that 

were analysed in an isolated sandbox lab environment. 

 

 


